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1	Decision/action requested
Approve this contribution to add a solution in TR33.520
2	References
[1]	
3	Rationale
AAA-S in NSSAA procedure may be hosted by the HPLMN or third party which has a business relationship. When AAA-S belongs to a third party, the AAA-P in the HPLMN may be involved. Different S-NSSAI may go to different AAA-S. If the NSSAF does not have the ability to route the S-NSSAI to the right place, the authentication will be always fail.
4	Detailed proposal
pCR
***	BEGINNING OF CHANGES ***
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Aspects specific to the network product class NSSAAF
X.Y	Threat to select AAA-P and AAA-S
-	Threat name: AAA-P and AAA-S wrong selection
-	Threat Category: Denial of service.
-	Threat Description: AAA-S in NSSAA procedure may be hosted by the HPLMN or third party which has a business relationship. When AAA-S belongs to a third party, the AAA-P in the HPLMN may be involved. Different S-NSSAI may go to different AAA-S. If the NSSAAF does not have the ability to select the right receiver, the authentication will always fail.
-	Threatened Asset: GNP Application. 

***END OF CHANGES***
